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Abstract of the contribution: Propose the high-level principles of PCF deployment.
1. Introduction
During the TR study phase, it has been concluded that no hierarchy of PCF deployment will be considered in R15, i.e. multi-level PCF deployment will not be defined in R15.

However, there are some open issues unsolved in the past meetings concerning PCF deployment, which include:
· Whether a slice common PCF, slice specific PCF or both need to be deployed in the network
· In case of multiple PCFs are deployed, whether the coordination in between is needed.
This contribution attempts to resolve the above 2 open issues.
2. Discussion

In 5GC, PCF is expected to provide:

· Access and Mobility Management related policies, i.e. Service Area Restrictions and RAT/Frequency Selection Priority, which are UE based policies. Those policies are derived from events received from AMF, UE subscription info and operator defined policies, and are provided to AMF.
· UE policies, which are UE based policies. Those policies are derived from UE subscription info and operator defined policies, and are provided to UE through AMF over N1 interface.
· Policies for QoS control, flow based charging, gating control, traffic steering policies, etc., which are session based policies. Those policies are derived from events received from SMF, AF, NEF, NWDA, OCS, etc., and are provided to SMF.
For network slicing, it has been concluded that 

“A single UE can simultaneously be served by one or more Network Slice instances via a 5G-AN. The AMF instance serving the UE logically belongs to each of the Network Slice instances serving the UE, i.e. this AMF instance is common to the Network Slice instances serving a UE.”
In order to avoid multiple PCFs to provide policy control to the common AMF serving the UE, a slice common PCF is deployed to provide at least the Access and Mobility Management related policies and the UE policies to the AMF. For the case UE is simultaneously served by multiple Network Slice instance, the slice common PCF can also provide per slice session related policies to the SMF belonging to different slices. If operator has deployed slice specific PCF, it is the slice specific PCF who provides the session related policies to the SMF of the same slice. Hence, there are 2 PCF deployment options to provide policy control for each slice, which are illustrated in the following figure:

· Option 1: Slice common PCF + Slice specific PCF, see slice #1

· Option 2: Slice common PCF, see slice #2
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For Slice #1, the slice common PCF provides the Access and Mobility Management related policies and the UE policies to the AMF; the slice specific PCF provides the session related policies to the SMF.
For Slice #2, the slice common PCF provide both the Access and Mobility Management related policies and the UE policies to the AMF and the session related policies to the SMF.
For Option 1, two PCFs are deployed, but no interface is needed in between, because in most of the cases that are identified today, the policy evaluations in slice common PCF and slice specific PCF share no common nature (either non-session based or session based), so no common UE contexts need to be shared. If in the future, the same UE context may be used by both the slice common PCF and slice specific PCF to derive a policy, the UE context can be stored in the SDSF/UDSF, so that it can be accessed by any PCF. Hence, no coordination between the 2 PCFs is needed.
3. Proposal

It is proposed to approve the following changes to TS 23.501.
*** Start of Change ***

A.3.1
Overall description
A.3.1.1
General
The Policy framework architecture provides the functions for:

-
application and service data flow detection,

-
QoS and gating control,

-
Credit management,

-
Flow based charging,

-
Background data transfer policy negotiation,
-
Management of the PFDs in the PCEF by the 3rd party AS,
-
Traffic Steering Control for steering traffic for the services on the DN side of the N6 reference point, For this purpose the PCF sends to the PCEF Traffic steering information defined in clause A.3.1.11.
-
Provide a Front End to subscription information relevant for policy decisions in a User Data Repository,

-
Provide Network selection and Mobility Management related policies (e.g. RFSP index) to the Access and Mobility Management,

Editor's note:
Further work is required to include the different aspects of the Policy framework architecture.

The PCF evaluates operator policies that are triggered by events received from the Application Function, the Session Management, Mobility Management and the Online Charging System as well as Changes in User Profile.

For policy control, the AF interacts with the PCF and the PCF interacts with the PCEF as instructed by the AF as specified in TS 23.203 [4].

Editor's note:
Further work would be required to cover details of these aspects.

NOTE 1:
Credit management and reporting are defined in SA WG5 specification.
NOTE 2:  In single PCF deployment, the PCF will provide all mobility, access and session related policies that it is responsible for. In deployments where different PCFs support N15 and N7 respectively, no standardized interface between them is required in this release to support policy alignment.

NOTE 3:
The policy control framework for phase 1 does not preclude potential extensions in phase 2 for policy control in multiple administrative areas.

*** End of Changes ***
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